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INTERLOCAL AGREEMENT 
CBE 605996-21 

PUBLIC HEALTH NURSE LIAISON SERVICES FOR DEPARTMENT OF FAMILY 
SERVICES 

 
This INTERLOCAL AGREEMENT herein after referred to as “AGREEMENT” is entered into on this 

            day of  , 2021 by and between CLARK COUNTY, Nevada, hereinafter 
referred to as “COUNTY” and SOUTHERN NEVADA HEALTH DISTRICT, hereinafter referred to as 
“AGENCY” for Public Health Nurse Liaison Services. 

 
 

W I T N E S S E T H: 

WHEREAS, NRS 277.180 authorizes public agencies to contract with any one or more other public 
agencies to perform any governmental service, activity, or undertaking which any of the public agencies 
entering into the contract is authorized by law to perform; 

 
WHEREAS, AGENCY is the public health authority for Clark County, Nevada, organized pursuant 

to NRS Chapter 439, and governed by the Southern Nevada Health District Board of Health; 
 

WHEREAS, COUNTY desires to have the services of Health District for a Public Health Nurse 
Liaison (PHN) to provide services, including physical assessments and developmental screening, to 
children and families identified by COUNTY Department of Family Services Division Four and Under Unit 
Team; and 

WHEREAS, AGENCY has the expertise, qualifications, and resources available, and has agreed 
to provide a PHN to provide these services as required. 

 
NOW, THEREFORE, the parties mutually agree as follows: 

 
ARTICLE I: SCOPE OF WORK 

 

AGREEMENT sets forth: 
 
I. AGENCY shall provide the services of a PHN to COUNTY whose duties shall include the following: 

 
a. Provide case management for cases received from COUNTY, including identifying health problems 

in infants/children screened and developing a plan of action to resolve/minimize those problems. 

b. Participate in joint home visits with COUNTY staff who have concerns regarding the health of an 
infant or child and provide nursing guidance. 

c. Provide nursing guidance at COUNTY case conferences and other meetings as determined by 
COUNTY. 

d. Provide PHN guidance to AGENCY staff regarding COUNTY involvement/contacts on 
infants/children served. 

e. Provide appropriate managerial oversight of the PHN. 

f. Ensure PHN renewal on CPR training, Bloodborne Pathogen training and Health Insurance 
Portability and Accountability (HIPAA) training plus updates on immunizations, ASQ-3 and 
ASQ:SE screening tools, and pediatric assessment skills. 

g. Provide physician oversight inclusive of signed medical protocols where applicable. 

h. Provide a quarterly report to COUNTY with performance measures that include number of referrals 
and outcomes of those referrals to the PHN. Report shall be due by the 15th of each month; 

i. Provide liability insurance for PHN providing services pursuant to AGREEMENT; and 

j. Agrees that COUNTY shall complete a background check on all employees, volunteers, mentors 
or contracted staff engaged in providing services under this Scope of Work (SOW) within thirty 
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(30) days of the execution of this SOW and prior to any direct contact with children. 

k. Agrees to provide COUNTY with a list of AGENCY employee(s) assigned to perform the task 
outlined in this AGREEMENT. This list shall be e-mailed and scheduled with COUNTY’s Human 
Resources at DFShumanresources@clarkcountynv.gov. 

A complete background check will include having the individual’s information (i.e. fingerprints) 
searched through the following databases: 

1) NCIC (National Crime Information Center); 

2) NCJIS (Nevada Criminal Justice Information System); 
3) SCOPE II (Shared Computer Operation for Protection and Enforcement); and 
4) CANS (Child Abuse and Neglect Search in Nevada and in any state the employee has 

resided during the last (5) years). 
 

l. Agrees that COUNTY requires AGENCY or an employee of AGENCY shall not have any of the 
criminal convictions, charges or pending charges outlined in Attachment 1. 

m. Failure to complete background checks on all employees engaged in providing services under 
AGREEMENT will result in suspension of services and or termination of AGREEMENT. 

 
ARTICLE II: TERM OF AGREEMENT 

 

Commencing from the date of execution of AGREEMENT, the term shall be through September 30, 2022. 
COUNTY may renew this Contract for a four (4), one-year periods. The hourly rate to be paid AGENCY 
during the renewal period(s), if exercised, shall be adjusted to match the compensation paid by AGENCY 
to the PHN providing services pursuant to this Contract. 

 
Notwithstanding the foregoing provision, either party may terminate AGREEMENT, without cause, upon 
giving ninety (90) days written notice to the other party. In the event the Budget Act and Fiscal Fund Out 
provision is invoked, AGREEMENT shall expire June 30th of the current fiscal year. Termination due to the 
failure of COUNTY or AGENCY to appropriate monies shall not relieve the parties’ obligations under 
AGREEMENT incurred through June 30th of the fiscal year for which monies were appropriated for their 
operations. 

 
ARTICLE III: PRICE, PAYMENT, AND SUBMISSION OF INVOICE 

 

COUNTY agrees to pay AGENCY for goods and/or services provided as outlined in Scope of Work, for an 
hourly rate of $38.98, not to exceed $81,078.40 annually, based on approved budget appropriations. 

If COUNTY rejects an invoice as incomplete, AGENCY will be notified within thirty (30) calendar days of 
receipt and AGENCY will have thirty (30) days to correct the invoice and resubmit. 

Invoices shall be submitted as follows: Department of Family Services, Attention Fiscal Unit, 500 South 
Grand Central Parkway, 5th Floor, Las Vegas, Nevada 89155. 

AGENCY must notify COUNTY in writing of any changes to AGENCY remit payment address or other 
pertinent information that may affect issuance of payment and allow thirty (30) days for the change to be 
processed. 

COUNTY is not responsible for late payments on inaccurate invoices and/or incomplete or unsatisfactory 
deliverables or milestones. COUNTY does not pay late fees or charges. Final payment may be withheld 
until all deliverables have been submitted and accepted or final services have been rendered. 

Invoices submitted on a quarterly basis summarizing the wage and other expenses detailed activities 
provided by month. AGENCY shall seek prior authorization from COUNTY for expenses in addition to what 
is identified in Scope of Work. 

 
ARTICLE IV: FISCAL FUNDING OUT CLAUSE 

 

In accordance with the Nevada Revised Statutes (NRS 354.626), the financial obligations under 
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AGREEMENT between the parties shall not exceed those monies appropriated and approved by COUNTY 
for the then current fiscal year under the Local Government Budget Act. AGREEMENT shall terminate and 
COUNTY’S obligations under it shall be extinguished at the end of any of COUNTY’S fiscal years in which 
COUNTY’S governing body fails to appropriate monies for the ensuing fiscal year sufficient for the payment 
of all amounts which could then become due under AGREEMENT. COUNTY agrees that this section shall 
not be utilized as a subterfuge or in a discriminatory fashion as it relates to AGREEMENT. In the event this 
section is invoked, AGREEMENT will expire on the 30th day of June of the current fiscal year. Termination 
under this section shall not relieve COUNTY of its obligations incurred through the 30th day of June of the 
fiscal year for which monies were appropriated. 

 
ARTICLE V: AMENDMENT / ENTIRE AGREEMENT 

 

Amendment to AGREEMENT may be made only upon mutual consent in writing, by the parties hereto and 
executed with the same formality attending the original. Executed AGREEMENT, together with any 
attachments, contains the entire agreement between COUNTY and AGENCY relating to the rights granted 
and obligations assumed by the parties hereto. Any prior agreements, promises, negotiations or 
representations, either oral or written, relating to the subject matter of agreement not expressly set forth in 
AGREEMENT are of no force or effect. 

 
ARTICLE VI: SUBCONTRACTS 

 

AGREEMENT is entered into to secure the services of AGENCY. Services specified in this AGREEMENT 
shall not be subcontracted by AGENCY without the written consent of COUNTY. 

 
ARTICLE VII: ASSIGNMENTS 

 

Neither party may assign or delegate all or any part of AGREEMENT without the written consent of both 
parties and executed with the same formality as attending this original. 

 
ARTICLE VIII: NOTICES 

 

Any notice required or permitted to be given hereunder shall be in writing and shall either be delivered 
personally to the party to whom such notice is given, or sent to it by United States registered or certified 
mail, postage prepaid and return receipt requested, addressed or delivered to such party at the address or 
addresses designated below (or such other address or addresses as may hereafter be designated by a 
party) by written notice to the other party: 

 
To COUNTY: Attention: Contract Administrator, Legal Department 

Southern Nevada Health District 
280 South Decatur Boulevard 
Las Vegas, Nevada 89107 

 
To AGENCY: Attention: Administrator 

Clark County Department of Family Services 
500 South Grand Central Boulevard 
Las Vegas, Nevada 89155 

 
ARTICLE IX: POLICIES AND PROCEDURES 

 

AGENCY agrees to abide by all quality assurance, utilization review, peer review and consultation, 
standardized reporting, credentialing, and policies and procedures mutually established by COUNTY and 
AGENCY. 

 
ARTICLE X: INSURANCE 

 

AGENCY agrees to maintain, at its own expense, general liability and medical malpractice insurance, 
through a self-funded program, on its employees and officers. 
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ARTICLE XI: WAIVER AND SEVERABILITY 
 

Any waiver of a breach of any provision of AGREEMENT shall not be deemed a waiver of any other breach 
of the same or different provision. In the event any provision of AGREEMENT is rendered invalid or 
unenforceable by any valid act of Congress or the Nevada State Legislature, or declared null and void by 
any court of competent jurisdiction, or is found to be in violation of State Statutes and/or regulations, said 
provision(s) hereof will be immediately void and may be renegotiated for the sole purpose of rectifying the 
non-compliance. The remainder of the provisions of AGREEMENT not in question shall remain in full force 
and effect. 

 
ARTICLE XII: LAW OF VENUE 

 

AGREEMENT shall be governed by the laws of the State of Nevada. 
 

ARTICLE XIII: MISCELLANEOUS 
 

To comply with the Health Insurance Portability and Accountability Act of 1996, as amended by the Health 
Information Technology for Economic and Clinical Health Act, to protect the security, confidentiality, and 
integrity of protected health information, the Parties will comply with the Business Associate Addendum 
attached hereto as Attachment 2 and expressly incorporated by reference herein. 

 
[SIGNATURE PAGE TO FOLLOW]  
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IN WITNESS WHEREOF, the parties hereto have caused AGREEMENT to be signed and intend to be 
legally bound thereby. 

COUNTY OF CLARK: 

BY:  
MARILYN KIRKPATRICK, CHAIR 
Clark County Commissioners 

ATTEST: 

BY:

LYNN MARIE GOYA 

County Clerk 

APPROVED AS TO FORM: 

Steven Wolfson, District Attorney 

BY:  
ELIZABETH A. VIBERT 
Deputy District Attorney 

SOUTHERN NEVADA HEALTH DISTRICT 

BY:  
FERMIN LEGUEN, MD, MPH 
District Health Officer 

APPROVED AS TO FORM: 

BY:  
HEATHER ANDERSON-FINTAK, ESQ. 
General Counsel 

This document is approved as to form; 
signature to be affixed after Board of 
Health approval



 

ATTACHMENT 1 
CBE 605996-21 

Certification of Compliance with Background Check Requirements 

COUNTY requires that a provider of services to children in the custody of the Clark County Department of 
Family Services (“DFS”) or a provider’s employee or agent are subject to an adequate background check1 

to ensure that the provider and/or provider’s employees or agents who come in contact with children 
referred by DFS do not have any of the criminal convictions, charges or pending charges for any of the 
following: 

1. Murder, voluntary manslaughter, involuntary manslaughter or mayhem; 
2. Any felony involving the use or threatened use of force or violence or the use of a firearm or other 

deadly weapon; 
3. Assault with intent to kill or to commit sexual assault or mayhem; 
4. Battery which results in substantial bodily harm to the victim; 
5. Battery that constitutes domestic violence that is punishable as a felony; 
6. Battery that constitutes domestic violence, other than a battery described in subparagraph (5), 

within the immediately preceding 3 years; 
7. Sexual assault, statutory sexual seduction, incest, lewdness, indecent exposure or an offense 

involving pornography and a minor; 
8. A crime involving pandering or prostitution, including, without limitation, a violation of any provision 

of NRS 201.295 to 201.440, inclusive; 
9. Abuse or neglect of a child, including, without limitation, a violation of any provision of NRS 200.508 

or 200.5083 or contributory delinquency; 
10. A violation of any federal or state law regulating the possession, distribution or use of any controlled 

substance or any dangerous drug as defined in chapter 454 of NRS; 
11. A violation of any federal or state law prohibiting driving or being in actual physical control of a 

vehicle while under the influence of intoxicating liquor or a controlled substance that is punishable 
as a felony; 

12. A violation of any federal or state law prohibiting driving or being in actual physical control of a 
vehicle while under the influence of intoxicating liquor or a controlled substance, other than a 
violation described in subparagraph (11), within the immediately preceding 3 years; 

13. Abuse, neglect, exploitation, isolation or abandonment of older persons or vulnerable persons, 
including, without limitation, a violation of any provision of NRS 200.5091 to 200.50995, inclusive, 
or a law of any other jurisdiction that prohibits the same or similar conduct; or 

14. Any offense involving arson, fraud, theft, embezzlement, burglary, robbery, fraudulent conversion, 
misappropriation of property or perjury within the immediately preceding 7 years; or 

15. In addition, the provider must check , “Statewide Central Registry” means the Statewide Central 
Registry for the Collection of Information Concerning the Abuse or Neglect of a Child established 
by NRS 432.100. to determine whether there has been a substantiated report of child abuse or 
neglect made against the employee or agent of provider. 

 

1 An adequate background check includes having the person’s information (i.e. fingerprints) searched through the 

following databases: NCIC (National Crime Information Center) NCJIS (Nevada Criminal Justice Information 

System),, SCOPE II (Shared Computer Operation for Protection and Enforcement), and CANS (Child Abuse and 

Neglect Search in Nevada and in any other state where the provider or provider’s employee or agent has resided 

during the last five (5) years). 
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Attachment 2 
	

BUSINESS ASSOCIATE ADDENDUM 
 

BETWEEN  
 

Southern Nevada Health District  
Hereinafter referred to as the “Covered Entity” 

 
and  

 
Clark County, Nevada 

Hereinafter referred to as the “Business Associate” 
 
 PURPOSE. In order to comply with the requirements of the Health Insurance Portability and 
Accountability Act (HIPAA) of 1996, Public Law 104-191, and the Health Information Technology for Economic 
and Clinical Health (HITECH) Act of 2009, Public Law 111-5 this Addendum is hereby added and made part 
of the Contract between the Covered Entity and the Business Associate. This Addendum establishes the 
obligations of the Business Associate and the Covered Entity as well as the permitted uses and disclosures 
by the Business Associate of protected health information it may possess by reason of the Contract. The 
Covered Entity and the Business Associate shall protect the privacy and provide for the security of protected 
health information disclosed to the Business Associate pursuant to the Contract and in compliance with 
HIPAA, the HITECH Act, and regulation promulgated there under by the U.S. Department of Health and 
Human Services (“HIPAA Regulations”) and other applicable laws. 
  
 WHEREAS, the Business Associate will provide certain services to the Covered Entity, and, pursuant 
to such arrangement, the Business Associate is considered a business associate of the Covered Entity as 
defined in HIPAA Regulations; and 
 

WHEREAS, Business Associate may have access to and/or create, receive, maintain or transmit 
certain protected health information from or on behalf of the Covered Entity, in fulfilling its responsibilities 
under such arrangement; and 

 
 WHEREAS, HIPAA Regulations require the Covered Entity to enter into a contract containing specific 
requirements of the Business Associate prior to the disclosure of protected health information; and  

 
THEREFORE, in consideration of the mutual obligations below and the exchange of information 

pursuant to this Addendum and to protect the interests of both Parties, the Parties agree to all provisions of 
this Addendum. 

 
I.   DEFINITIONS. The following terms in this Addendum shall have the same meaning as those terms in 

the HIPAA Regulations: Breach, Data Aggregation, Designated Record Set, Disclosure, Electronic 
Health Record, Health Care Operations, Individual, Minimum Necessary, Notice of Privacy Practices, 
Protected Health Information, Required by Law, Secretary, Subcontractor, Unsecured Protected 
Health Information, and Use. 

 
1. Business Associate shall mean the name of the organization or entity listed above and shall have 

the meaning given to the term under the Privacy and Security Rule and the HITECH Act. For full 
definition refer to 45 CFR 160.103. 

2. Contract shall refer to this Addendum and that particular Contract to which this Addendum is made 
a part. 

3. Covered Entity shall mean the name of the Division listed above and shall have the meaning given 
to such term under the Privacy Rule and the Security Rule, including, but not limited to 45 CFR 
160.103. 

4. Parties shall mean the Business Associate and the Covered Entity. 

II. OBLIGATIONS OF THE BUSINESS ASSOCIATE  
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1. Access to Protected Health Information. The Business Associate will provide, as directed by the 

Covered Entity or an individual, access to inspect or obtain a copy of protected health information 
about the individual that is maintained in a designated record set by the Business Associate or its 
agents or subcontractors, in order to meet the requirements of HIPAA Regulations. If the Business 
Associate maintains an electronic health record, the Business Associate, its agents or subcontractors 
shall provide such information in electronic format to enable the Covered Entity to fulfill its obligations 
under HIPAA Regulations.  

2. Access to Records. The Business Associate shall make its internal practices, books and records 
relating to the use and disclosure of protected health information available to the Covered Entity and 
to the Secretary for purposes of determining Business Associate’s compliance with HIPAA 
Regulations.   

3. Accounting of Disclosures. Upon request, the Business Associate and its agents or subcontractors 
shall make available to the Covered Entity or the individual information required to provide an 
accounting of disclosures in accordance with HIPAA Regulations. 

4. Agents and Subcontractors. The Business Associate must ensure all agents and subcontractors 
that create, receive, maintain, or transmit protected health information on behalf of the Business 
Associate agree in writing to the same restrictions and conditions that apply to the Business Associate 
with respect to such information. The Business Associate must implement and maintain sanctions 
against agents and subcontractors that violate such restrictions and conditions and shall mitigate the 
effects of any such violation as outlined under HIPAA Regulations.    

5. Amendment of Protected Health Information. The Business Associate will make available 
protected health information for amendment and incorporate any amendments in the designated 
record set maintained by the Business Associate or its agents or subcontractors, as directed by the 
Covered Entity or an individual, in order to meet the requirements of HIPAA Regulations.    

6. Audits, Investigations, and Enforcement. If the data provided or created through the execution 
of the Contract becomes the subject of an audit, compliance review, or complaint investigation by 
the Office of Civil Rights or any other federal or state oversight agency, the Business Associate shall 
notify the Covered Entity immediately and provide the Covered Entity with a copy of any protected 
health information that the Business Associate provides to the Secretary or other federal or state 
oversight agency concurrently, to the extent that it is permitted to do so by law. The Business 
Associate and individuals associated with the Business Associate are solely responsible for all civil 
and criminal penalties assessed as a result of an audit, breach or violation of HIPAA Regulations.  

7. Breach or Other Improper Access, Use or Disclosure Reporting. The Business Associate must 
report to the Covered Entity, in writing, any access, use or disclosure of protected health information 
not permitted by the Contract, Addendum or HIPAA Regulations by Business Associate or its agents 
or subcontractors. The Covered Entity must be notified immediately upon discovery or the first day 
such breach or suspected breach is known to the Business Associate or by exercising reasonable 
diligence would have been known by the Business Associate in accordance with HIPAA Regulations. 
In the event of a breach or suspected breach of protected health information, the report to the Covered 
Entity must be in writing and include the following: a brief description of the incident; the date of the 
incident; the date the incident was discovered by the Business Associate; a thorough description of 
the unsecured protected health information that was involved in the incident; the number of individuals 
whose protected health information was involved in the incident; and the steps the Business Associate 
or its agent or subcontractor is taking to investigate the incident and to protect against further 
incidents. The Covered Entity will determine if a breach of unsecured protected health information 
has occurred and will notify the Business Associate of the determination. If a breach of unsecured 
protected health information is determined, the Business Associate must take prompt corrective action 
to cure any such deficiencies and mitigate any significant harm that may have occurred to individual(s) 
whose information was disclosed inappropriately. 

8. Breach Notification Requirements. If the Covered Entity determines a breach of unsecured 
protected health information by the Business Associate, or its agents or subcontractors has occurred, 
the Business Associate will be responsible for notifying the individuals whose unsecured protected 
health information was breached in accordance with HIPAA Regulations. The Business Associate 
must provide evidence to the Covered Entity that appropriate notifications to individuals and/or media, 
when necessary, as specified in HIPAA Regulations has occurred. The Business Associate is 
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responsible for all costs associated with notification to individuals, the media or others as well as costs 
associated with mitigating future breaches. The Business Associate must notify the Secretary of all 
breaches in accordance with HIPAA Regulations and must provide the Covered Entity with a copy of 
all notifications made to the Secretary.  

9. Breach Pattern or Practice by Covered Entity. Pursuant to HIPAA Regulations, if the Business 
Associate knows of a pattern of activity or practice of the Covered Entity that constitutes a material 
breach or violation of the Covered Entity’s obligations under the Contract or Addendum, the Business 
Associate must immediately report the problem to the Secretary.   

10. Data Ownership. The Business Associate acknowledges that the Business Associate or its agents 
or subcontractors have no ownership rights with respect to the protected health information it creates, 
receives or maintains, or otherwise holds, transmits, uses or discloses. 

11. Litigation or Administrative Proceedings. The Business Associate shall make itself, any 
subcontractors, employees, or agents assisting the Business Associate in the performance of its 
obligations under the Contract or Addendum, available to the Covered Entity, at no cost to the 
Covered Entity, to testify as witnesses, or otherwise, in the event litigation or administrative 
proceedings are commenced against the Covered Entity, its administrators or workforce members 
upon a claimed violation by Business Associate of HIPAA Regulations or other laws relating to 
security and privacy. 

12. Minimum Necessary. The Business Associate and its agents and subcontractors shall request, use 
and disclose only the minimum amount of protected health information necessary to accomplish the 
purpose of the request, use or disclosure in accordance with HIPAA Regulations. 

13. Policies and Procedures. The Business Associate must adopt written privacy and security policies 
and procedures and documentation standards to meet the requirements of HIPAA Regulations.   

14. Privacy and Security Officer(s). The Business Associate must appoint Privacy and Security 
Officer(s) whose responsibilities shall include: monitoring the Privacy and Security compliance of the 
Business Associate; development and implementation of the Business Associate’s HIPAA Privacy 
and Security policies and procedures; establishment of Privacy and Security training programs; and 
development and implementation of an incident risk assessment and response plan in the event the 
Business Associate sustains a breach or suspected breach of protected health information.   

15. Safeguards. The Business Associate must implement safeguards as necessary to protect the 
confidentiality, integrity and availability of the protected health information the Business Associate 
creates, receives, maintains, or otherwise holds, transmits, uses or discloses on behalf of the Covered 
Entity. Safeguards must include administrative safeguards (e.g., risk analysis and designation of 
security official), physical safeguards (e.g., facility access controls and workstation security), and 
technical safeguards (e.g., access controls and audit controls) to the confidentiality, integrity and 
availability of the protected health information, in accordance with HIPAA Regulations. Technical 
safeguards must meet the standards set forth by the guidelines of the National Institute of Standards 
and Technology (NIST). The Business Associate agrees to only use, or disclose protected health 
information as provided for by the Contract and Addendum and to mitigate, to the extent practicable, 
any harmful effect that is known to the Business Associate, of a use or disclosure, in violation of the 
requirements of this Addendum as outlined in HIPAA Regulations. 

16. Training. The Business Associate must train all members of its workforce on the policies and 
procedures associated with safeguarding protected health information. This includes, at a minimum, 
training that covers the technical, physical and administrative safeguards needed to prevent 
inappropriate uses or disclosures of protected health information; training to prevent any intentional 
or unintentional use or disclosure that is a violation of HIPAA Regulations; and training that 
emphasizes the criminal and civil penalties related to HIPAA breaches or inappropriate uses or 
disclosures of protected health information.  Workforce training of new employees must be completed 
within 30 days of the date of hire and all employees must be trained at least annually. The Business 
Associate must maintain written records for a period of six years. These records must document each 
employee that received training and the date the training was provided or received. 

17. Use and Disclosure of Protected Health Information. The Business Associate must not use or 
further disclose protected health information other than as permitted or required by the Contract or as 
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required by law. The Business Associate must not use or further disclose protected health information 
in a manner that would violate the requirements of HIPAA Regulations. 

 
III. PERMITTED AND PROHIBITED USES AND DISCLOSURES BY THE BUSINESS ASSOCIATE   

 
The Business Associate agrees to these general use and disclosure provisions: 

 
1. Permitted Uses and Disclosures: 

a. Except as otherwise limited in this Addendum, the Business Associate may use or disclose 
protected health information to perform functions, activities, or services for, or on behalf of, the 
Covered Entity as specified in the Contract, provided that such use or disclosure would not violate 
HIPAA Regulations, if done by the Covered Entity. 

b. Except as otherwise limited in this Addendum, the Business Associate may use or disclose 
protected health information received by the Business Associate in its capacity as a Business 
Associate of the Covered Entity, as necessary, for the proper management and administration of 
the Business Associate, to carry out the legal responsibilities of the Business Associate, as 
required by law or for data aggregation purposes in accordance with HIPAA Regulations. 

c. Except as otherwise limited by this Addendum, if the Business Associate discloses protected 
health information to a third party, the Business Associate must obtain, prior to making such 
disclosure, reasonable written assurances from the third party that such protected health 
information will be held confidential pursuant to this Addendum and only disclosed as required by 
law or for the purposes for which it was disclosed to the third party. The written agreement from 
the third party must include requirements to immediately notify the Business Associate of any 
breaches of confidentiality of protected health information to the extent it has obtained knowledge 
of such breach. 

d. The Business Associate may use or disclose protected health information to report violations of 
law to appropriate federal and state authorities, consistent with HIPAA Regulations. 

2. Prohibited Uses and Disclosures: 

a. Except as otherwise limited in this Addendum, the Business Associate shall not disclose protected 
health information to a health plan for payment or health care operations purposes if the patient 
has required this special restriction, and has paid out of pocket in full for the health care item or 
service to which the protected health information relates in accordance with HIPAA Regulations. 

b. The Business Associate shall not directly or indirectly receive remuneration in exchange for any 
protected health information, unless the Covered Entity obtained a valid authorization, in 
accordance with HIPAA Regulations that includes a specification that protected health information 
can be exchanged for remuneration. 
 

IV.  OBLIGATIONS OF THE COVERED ENTITY 
  

1. The Covered Entity will inform the Business Associate of any limitations in the Covered Entity’s Notice 
of Privacy Practices in accordance with HIPAA Regulations, to the extent that such limitation may 
affect the Business Associate’s use or disclosure of protected health information. 

2. The Covered Entity will inform the Business Associate of any changes in, or revocation of, permission 
by an individual to use or disclose protected health information, to the extent that such changes may 
affect the Business Associate’s use or disclosure of protected health information. 

3. The Covered Entity will inform the Business Associate of any restriction to the use or disclosure of 
protected health information that the Covered Entity has agreed to in accordance with HIPAA 
Regulations, to the extent that such restriction may affect the Business Associate’s use or disclosure 
of protected health information. 

4. Except in the event of lawful data aggregation or management and administrative activities, the 
Covered Entity shall not request the Business Associate to use or disclose protected health 
information in any manner that would not be permissible under HIPAA Regulations, if done by the 
Covered Entity. 
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V.  TERM AND TERMINATION  

 
1. Effect of Termination: 

a. Except as provided in paragraph (b) of this section, upon termination of this Addendum, for any 
reason, the Business Associate will return or destroy all protected health information received 
from the Covered Entity or created, maintained, or received by the Business Associate on behalf 
of the Covered Entity that the Business Associate still maintains in any form and the Business 
Associate will retain no copies of such information.   

b. If the Business Associate determines that returning or destroying the protected health information 
is not feasible, the Business Associate will provide to the Covered Entity notification of the 
conditions that make return or destruction infeasible. Upon a mutual determination that return or 
destruction of protected health information is infeasible, the Business Associate shall extend the 
protections of this Addendum to such protected health information and limit further uses and 
disclosures of such protected health information to those purposes that make return or destruction 
infeasible, for so long as the Business Associate maintains such protected health information. 

c. These termination provisions will apply to protected health information that is in the possession 
of subcontractors, agents or employees of the Business Associate. 

2. Term. The Term of this Addendum shall commence as of the effective date of this Addendum herein 
and shall extend beyond the termination of the contract and shall terminate when all the protected 
health information provided by the Covered Entity to the Business Associate, or accessed, 
maintained, created, retained, modified, recorded, stored or otherwise held, transmitted, used or 
disclosed by the Business Associate on behalf of the Covered Entity, is destroyed or returned to the 
Covered Entity, or if it is not feasible to return or destroy the protected health information, protections 
are extended to such information, in accordance with the termination. 

3. Termination for Breach of Contract. The Business Associate agrees that the Covered Entity may 
immediately terminate the Contract if the Covered Entity determines that the Business Associate has 
violated a material part of this Addendum. 

 
VI.  MISCELLANEOUS 
 

1. Amendment. The parties agree to take such action as is necessary to amend this Addendum from 
time to time for the Covered Entity to comply with all the requirements of HIPAA Regulations.    

2. Clarification. This Addendum references the requirements of HIPAA Regulations, as well as 
amendments and/or provisions that are currently in place and any that may be forthcoming. 

3. Indemnification. Each party will indemnify and hold harmless the other party to this Addendum from 
and against all claims, losses, liabilities, costs and other expenses incurred as a result of, or arising 
directly or indirectly out of or in conjunction with: 

a. Any misrepresentation, breach of warranty or non-fulfillment of any undertaking on the part of the 
party under this Addendum; and 

b. Any claims, demands, awards, judgments, actions, and proceedings made by any person or 
organization arising out of or in any way connected with the party’s performance under this 
Addendum.      

4. Interpretation. The provisions of this Addendum shall prevail over any provisions in the Contract that 
any conflict or appear inconsistent with any provision in this Addendum. This Addendum and the 
Contract shall be interpreted as broadly as necessary to implement and comply with HIPAA 
Regulations. The parties agree that any ambiguity in this Addendum shall be resolved to permit the 
Covered Entity and the Business Associate to comply with HIPAA Regulations. 

5. Regulatory Reference. A reference in this Addendum to HIPAA Regulations means the sections as 
in effect or as amended.  

6. Survival. The respective rights and obligations of Business Associate under Effect of Termination of 
this Addendum shall survive the termination of this Addendum. 
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IN WITNESS WHEREOF, the Business Associate and the Covered Entity have agreed to the terms of the 
above written agreement as of the effective date of the underlying Interlocal Agreement. 
 

COVERED ENTITY BUSINESS ASSOCIATE 
 

Southern Nevada Health District 
 

Clark County, Nevada 
 

280 S. Decatur Blvd. 
 

500 South Grand Central Blvd. 
 

 
Las Vegas, NV 89107 

 

Las Vegas, NV 89155 
 

 

 

 


